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Monthly Cybersecurity Message from Scott Goodhart

Are you thinking about taking a vacation in the near future? Do you have a business trip on the horizon? Right
now is a great time to start making travel plans; however, it's also prime time for cyber criminals to target tourists,
whether traveling for pleasure or on business. Remember, using secure connections when outside of the office is
at the top of our list of Cyber Six, the six most important behavioral takeaways from our Cyber Ninja Guide.
Incorporating the following cybersecurity measures into your travel planning will help keep you cyber secure while
away.

e Do your best to avoid open, unsecured Wi-Fi networks (such as those in hotels and airports/airplanes) to
conduct personal or professional business. If there is no alternative, use VPN to establish an encrypted
connection.

e Avoid performing AES work on non-AES computers, such as those in hotel business centers.

e Refrain from sharing details of your travels via social media. Your posts could make you and your family a
target for cyber-criminals and create a security risk to your home.

If you have any questions about safeguarding personal and AES information while traveling, please refer to our
AES Cyber Ninja Guide version two or contact your local cybersecurity team.

Safe travels!
Regards,

Scott Goodhart
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